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CommScope’s Wireless Solutions Added to the U.S. National Security Agency’s Commercial
Solutions for Classified Programs List

January 28, 2021

Company’s RUCKUS® SmartZone Controllers and Access Points Certified to be Used in Layered Solutions Protecting Classified Data

HICKORY, N.C.--(BUSINESS WIRE)--Jan. 28, 2021-- The U.S. federal government faces security challenges on multiple fronts which makes the
ability to access solutions that have been pre-vetted even more important. CommScope today announced that its RUCKUS® SmartZone controllers
and RUCKUS access points have cleared the National Security Agency/Central Security Service (NSA/CSS) vetting process and are now available on
the Commercial Solutions for Classified (CSfC) Programs list.

This press release features multimedia. View the full release here: https://www.businesswire.com/news/home/20210128005197/en/

NSA/CSS's CSfC Program was
established to enable commercial products
to be used in layered solutions protecting
classified National Security Systems (NSS)
data. This gives the government the ability
to securely communicate based on
commercial standards. The evaluation was
carried out in accordance with the Common
Criteria Evaluation and Validation Scheme
(CCEVS) requirements and guidance.

RUCKUS wireless LAN (WLAN) controllers
are designed to eliminate the difficulties
administrators experience with building and
managing large-scale WLAN networks that
can include hundreds of thousands of Wi-Fi
access points and thousands of concurrent
Wi-Fi clients. The RUCKUS carrier-class
management system provides feature-rich
management of access points, such as RF
management, load balancing, adaptive

meshing and backhaul optimization and secure connectivity to all wireless clients.

“The protection of government information – especially NSS data – is critical to the national security of the United States,” said Chris Collura, vice
president, Federal business for CommScope. “CommScope’s wired and wireless networking products meet the stringent standards required to work
within a government network. We made strategic investments in our wireless controllers and access points to meet the NSA/CSS’s CSfC Program
requirements.”

To access the NSA/CSS CSfC approved products list, click here.

All product names, trademarks and registered trademarks are property of their respective owners.

About CommScope:

CommScope (NASDAQ: COMM) is pushing the boundaries of technology to create the world’s most advanced wired and wireless networks. Our
global team of employees, innovators and technologists empower customers to anticipate what’s next and invent what’s possible. Discover more at
www.commscope.com.

Follow us on Twitter and LinkedIn and like us on Facebook.

Sign up for our press releases and blog posts.

This press release includes forward-looking statements that are based on information currently available to management, management’s beliefs, as
well as on a number of assumptions concerning future events. Forward-looking statements are not a guarantee of performance and are subject to a
number of uncertainties and other factors, which could cause the actual results to differ materially from those currently expected. In providing forward-
looking statements, the company does not intend, and is not undertaking any obligation or duty, to update these statements as a result of new
information, future events or otherwise.
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